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ADVISORY 14/ 2017: SOFTWARE FOR IMPLEMENTATION OF GST AT UNIT RUN
. CANTEENS (URC)

1. Further to CS Dte letter No. 95350/Q/DDGCS/Advisory/10-2017 dt 16 Jun 17.

2. CIMS Upgrade Version 5.10/ CIMS Plus Version 6.02 (for implementation of
GST) has been prepared and launched. CIMS/ CIMS Plus at all URCs will be updated
with this upgrade before 30 June 2017 and URCs will not sell any grocery items wef 01
July 2017 before updating their CIMS/ CIMS Plus with these upgrades.

2 To facilitate speedy upgrading of CIMS/ CIMS Plus, the upgrade patch has been

uploaded, on M/S SCPL secure FTP, along with the latest hotlist patch (encrypted
hotlist patch with details only of Card serial No and no personal details to conform to
security requirements).

4, URCs may download the relevant files - CIMS Upgrade Version 5.10 for URCs
running older version of CIMS and CIMS Plus Version 6.02 for URCs migrated/
automated with CIMS Plus, for timely conformation to GST regime norms, before
starting sales wef 01 July 2017. URCs downloading these CIMS updates can also
download and run the latest hotlist patch. A How to — Manual for running these is
attached as Appx.

5. GST button will be provided to implement the required functionality of GST. It will
work wef 01 July 2017. On clicking this button, software will update as follows: -

(a) Revised retail rates will include the existing retail rate and taxes already
paid by URCs.
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(b)  Taxes to be charged by URC (VAT & Entry Tax) will become ‘nil’ for all the
items balance in inventory.

() No VAT can be charged wef 01 July 2017 and the word VAT will not be
printed/ shown on any bill.

6. URCs to run the CIMS/ CIMS+ upgrades only with telephonic support/ guidance
of SCPL Tech support personnell CCTSC/ RPMC. Technical teams shall also be
physically installing and upgrading all URCs with CIMS Upgrade Version 5.10/ CIMS
Plus Version 6.02 (for implementation of GST) & latest hotlist patch.

7. Misc Issues. The stocks already supplied to the CSD Depots, based on the
demand by URCs, will be collected by the URCs. This will facilitate early supply of fresh
GST stocks.,

8. GST in the State of J & K. It is still not clear if and when the state of J & K
will implement GST. To meet this peculiar requirement, a flag has been added in the
upgrade for implementation of GST for URCs in J&K. As and when GST is
implemented, SCPL Tech team will enable the flag. This option is also required for
URCs moving in and out of J & K. URCs, moving out of J & K will have to comply with
GST regime at new location & vice versa, when URCs move intoJ & K. For both
conditions, SCPL Tech support will enable /disable this flag option. Hence, existing VAT
will continue in J&K till further instructions.

9. This letter may pl be disseminated to all URCs under respective comd.

10.  This has the approval of competent authority.
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Joint Dir
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For DDG CS
Copy to:
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NEW FTP SITE TO DOWNLOAD THE HOTLIST PATCH & CIMS/CIMS+ Upgrades BY URC OVER
THE INTERNET

We have migrated from our existing FTP server to the new smart chip secure FTP Server. To download
the hot-list upgrade from Smart Chip FTP server, you have to use the FileZilla FTP client.

You can download the FileZilla FTP client from the below mentioned link and install itonyour PCto
connect the Smart Chip FTP server.
For accessing FTP Site using FileZilla, firstly download the same from Internet:

For Windows 8.1 and above:
Download the FileZilla FTP client from https://ﬁIezFlla—pro]ec’g.org/download.php?tvpe=server

For Windows XP:
Download the FileZilla FTP client from http://www,filehorse.com/download—filezilia—32/9338/

FileZilla FTP client settings are given below:

FTP URL: web.smartchiponline.com
Port: 990

User Id: URC

Password: URC@123456789

Settings for FileZilla FTP Client:

Copy current connection to Site Manager...

New tab Ctrl+T
Close tab Ctri+W
Export...
Import...
Show files currently being edited... Ctrl+E
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Jite Manager

Select Entry
( § My Sites
o Y hiew site Host:

General | Advance

Protocol:

User:

Password; [

Encryption: |Use explicit FTP.over LS if available sy
’ Logon Type: sk forpassworchs s
F,

T TR R

Click on connect

Enter passwof-d ey ol

Please enter a password for this sepvern

Name: New site

| Host:  web.smartchiponline.com:990

Password: - 7 |

| [7] Remernber password until FileZilla is closed

Enter the password and click on OK. One certificate screen will pop up as shown below.




The server's certificate is unknown.
to make sure the server can betrusted.

Please carefully examine the certificate

5 Details
b Valid from; 24/02/2016 5:30:00 AM
i Valid to: 21/05/2018 5:29:53 AM
Serial number; 04:bc:50:¢3:d8:8F:e0:20:87:d2:f8:3e:5 e 5:1 1102

Public key slgorithm: RSA with 2048 bits

Signature algorithm: ~ RSA-SHA256

Fingerprint (SHA-256): 74:f6:e6:62:¢7:dd:b8:3f74:17:89:08: 3:b2:b3:43:
T0:62:5&:99:34:0:63:F:54:67: cF:3:72:1:72:28

Subject of certificate
- Common aame;  *smartchipenline.com
Unit: Domain Control Validated
Hosted by Adweb Technologies Private Limited
i COMODQO SSL Wildcard
Alternative names: *smartchiponline.com
smartchiponline.com
- Session details - : E
Host web.smartchiponline.com:990

Protocok Tis12
Key exchange: ECDHE-RSA

- Cipher AES-256-GCM
MAC: AEAD

Trust this certificate and carry on connecting?
[ Abways trust certificate in future sessions.

Click on OK

Fingerprint (SHA-1): 32:c4:5d:53:ce:6:89‘;21‘::b9:7-7:5¢~01:9?.'f.?:51:3e‘:c8:92.‘39705

Certificate issuer

Common name:  COMODO RSA Domain Validation Secure Server CA

Organization:

Country:

COMODO CA Limited
GB

State or province: Greater Manchester

Locality:

Salford




| Usemame: I Password: ' Port: f
PROT P ~ [k
200 Protection level set to P 5]
Logged in
Retrieving directory listing...
Server sent passive reply with unroutable address, Using server address instead. i
4 Directory listing of "/" successful ) ’
5 Local site: C:\Users\Administrator\Desktop\ ~ | Remote site: | / -
i e i | e e | I
i
i
:
i
H = -
i Filename Filesize Filetype
= J‘iﬂ"?lHotlist_Data_Upgrade_i.’(]ll’:OSOLI.exe 21618688 Application
H - ] Hotlist_Data_Upgrade_20160501.zip 20,994 817 ZiP File
% Filename 5 i R | Filesize Filetype i
[ - A 1
| B 16022016 2 __Filefolder 7.
60 files an;i35tf ctories, Total size: 883,919,033 bytes éi-.'if'ﬂes. Total size: 42,613,505 bytes
i Server/Local file S Direction Remotefile Size Priority . Status
-
<

mp

Now copy the hot-list upgrade file or CIMS upgrade OR CIMS+ Upgrade from Remote Site (1) and paste
it on Local site (2).

Kindly co-ordinate with your respective Technical Support Executive/CCTSC/RPMC for upgradation of
CIMS OR CIMS+ upgrade in your URC.




